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 Instructions for filling out this template
Note that this, and all subsequent text in italics, provides instructions for filling out this template.  

This template is provided as a guide to generate a Project System Engineering Management Plan (SEMP) and is intended to be tailored to fit the specific GRC Project. These instructions should be removed prior to publishing the plan.

Project refers to Project system topic for the specific SEMP. Replace “Project” with the specific project name where appropriate in this template.

The scope and depth of the tasks chosen for this template should be consistent with the needs of the GRC Project.  The need to correctly identify only the required tasks to suit the GRC Project cannot be overstated.  If any tasks in this template are determined "not applicable" on large or small programs or projects, the paragraph will be identified as "not applicable” or you may delete the tasks.  If tasks in this template are determined to be missing, please add them.

Beneficial comments (recommendations, additions, deletions) and any pertinent data which may be of use in improving this template should be sent to the GRC organization controlling this template by any approved communication method (letter, fax, etc.).
1.0        Introduction
This System Engineering Management Plan (SEMP) establishes the overall plan for the system engineering management of the GRC Project.  The SEMP identifies and describes the project organization, roles and responsibilities, overall tasks, and engineering management planning required to control the design, development, fabrication, and tests associated with the GRC Project.
1.1 Purpose

The purpose of this document is to identify and describe the overall systems engineering processes and methods to be used during phases of the GRC Project.

1.2 Scope

This section shall include a brief description of the purpose of the system to which this SEMP applies and a summarization of the purpose and content of the SEMP.

This Systems Engineering Management Plan (SEMP) establishes the overall plan for the systems engineering management of the GRC Project.  The SEMP describes technical planning and control, systems engineering process, and engineering specialty integration.  It represents the application of systems engineering techniques tailored to the GRC Project.  Operational aspects of the GRC Project are not covered in this plan.  This document shall apply to all Government and contractor personnel.  The SEMP is a living document and shall be modified as needed under configuration control.  

2.0 NASA, Non-NASA, and Government Documents

This section shall list the NASA/Government documents and non-NASA/Government documents

applicable to the application of the Project SEMP.

2.1 Parent Documents

The documents in this paragraph establish the criteria and technical basis for the existence of this document.  

	Document Number
	Parent Document Title

	
	Project Plan

	
	NASA Systems Engineering Handbook



	NPG 7120.5
	NASA Program and Project Management Processes

and Requirements

	
	


2.2 Applicable Documents

Applicable documents are those documents that form a part of this document.  These documents carry the same weight as if they were stated within the body of this document.

	Document Number
	Applicable Document Title

	
	

	
	IT Security Plan

	NPG 2810.1
	Security of Information Technology

	
	

	
	

	
	


2.3 Reference Documents

Reference documents are those documents that, though not a part of this document, serve to clarify the intent and contents of this document.
	Document Number
	Reference Document Title

	
	UK-SEMP Example: http://neon.airtime.co.uk/users/wysywig/semp.htm

	MIL-STD-499A
	Engineering Management

	DI-E-7144 and DI-MGMT-81024
	System Engineering Management Plan

	
	

	
	


3.0 Part I: Technical Project Planning and Control

This part shall summarize the organizational responsibilities and authority for systems engineering management (including the contracted engineering tasks). Provide the levels and methods for control of performance and design requirements with reference to all detailed technical plans required by the Project.

3.1 Project Organization

The GRC Project will be managed in accordance with the NASA policy guide for project management (NPG 7120.5).  There will be a single GRC project manager from NASA GRC who will lead the Project as seen in appendix C. 

The GRC Project organizational structure should be arranged to accommodate the project work breakdown structure (WBS) (appendix D) as well as the necessary project management functions.

Note: Add a figure to show the GRC project organization in appendix B and WBS in appendix C.  
3.2 Responsibility and Authority

While the project manager has full responsibility and accountability for the execution of the project as defined in NPG 7120.5 and the GRC Project Plan, meeting all requirements will necessitate support from Systems Engineering. This section will delineate the responsibilities of systems engineering to effectively plan, support, control, and deliver products to meet the requirements of the GRC Project.

Systems engineering has the responsibility for managing the technical aspects of the project. The systems engineer is responsible for technical oversight of the project and for coordinating the technical aspects of the project, particularly internal and external project interfaces. While one individual is assigned as the lead systems engineer, it must be recognized that systems engineering is a team effort, in which the entire technical community must participate, in order to achieve project success within the allotted constraints.  The lead systems engineer’s role is to work with the project manager and the technical community to satisfy the customer’s needs.

The systems engineering management team may have the responsibility for the following example documents, matrices, and plans:

GRC Project Plan

GRC Project System Requirements Document

GRC Project Systems Engineering Management Plan

GRC Project Requirements Traceability Matrix

GRC Project Design Requirements Verification Matrix

GRC Project Configuration Management Plan

GRC Project Logistics and Verification Plan

GRC Project Test Plans

GRC Project Risk Management Plan

GRC Project Operations Concept Plan

GRC Project Product Assurance Plan
GRC Project Information Technology Security Plan

Some of the subteams that the systems engineer may need to coordinate are the following:

GRC Design Team

GRC Project Change Control Board

GRC Risk Management Board

3.3 Standards, Procedures, and Training

Where appropriate, the standards and procedures established by NASA GRC and industry shall be utilized.  All standards and specifications used will be documented in the appropriate design documentation.

Training requirements for this project may be determined by the design team and/or the project manager and submitted by the project manager. 

3.4 Work Breakdown Structures

The WBS for the GRC Project is defined in the GRC Project Plan and in the GRC Project Development Schedule. 

3.5 Technical Design Verification and Validation 

Technical design verification and validation will be accomplished for each phase through the use of one of the following methods:  test, analysis, demonstration, similarity, inspection, simulation, validation of records, or not applicable, as described in the NASA Systems Engineering Handbook entitled “ SP-6105 Design Requirements Verification Matrix”. 

The Design Requirements Verification Matrix will list all requirements as stated in the GRC Project System Requirements Document.  In addition, requirements imposed by other applicable documents shall be listed in the matrix.

The Design Requirements Verification Matrix will identify each requirement, verification method, responsible organization, completion date, and document or test case that will satisfy the requirement.

A preliminary version of the Design Requirements Verification Matrix will be required as part of the preliminary design review (PDR) and updated at the critical design review (CDR). The completed Design phase of the GRC Project.

3.5.1 Verification and Validation Testing 

Each phase of the project will culminate in the performance of validation testing.  Each procedure used for verification and validation Testing will be shown in the Design Requirements Verification Matrix.  The tests will also be scheduled and resource loaded on the project planning schedule. The design verification testing will be conducted as a part of the validation testing wherever possible.  When this cannot be accomplished, a separate test procedure will be prepared and executed. The tests proposed for each phase of the project will be optimized in the Integrated Validation Plan which is explained in section 5.3 of this document.

3.5.2 Discrepancy Reporting and Disposition 

All discrepancies identified during the verification and validation testing shall be corrected as 

part of the validation process with all dispositions being documented in the appropriate documentation. During verification and validation discrepancies of all kinds need to be noted and documented.  Those that have no impact to utilization or operations can be waived.  Rework or retest may be required.  In the extreme case, redesign may be required.  The type of discrepancy will the drive the required project documentation.

A discrepancy tracking system will be developed that will document the problem description and track it to closure. The systems engineer will manage the discrepancy tracking system.   The systems engineer will then route the discrepancy to the appropriate design lead.  The systems engineer will report the status of the discrepancy to the project manager on a regular basis. Any uncorrected discrepancies will be documented in a waiver and approved by the GRC Project Change Control Board (PCCB).  

3.6 Change Control Procedures

A PCCB will be established with the intent of controlling changes to baselined Project technical requirements and documentation. Once system/subsystem requirements have been baselined, all new requirements will be submitted to the Control Board for assessment and approval. Upon approval, the baseline will be changed to reflect new requirements. Lower level boards can be established to address lower level requirements and documentation.

3.6.1 Project Change Control Board 

The PCCB is chaired by the project manager, and consists of the chief engineer, lead engineers, safety and mission assurance representative, and the systems engineer.  Operation and maintenance representatives, customers, external agency representatives and other project team members may participate as subject matter dictates. The PCCB is the controlling authority for establishing all Project configuration baselines. The PCCB shall meet at least monthly, or as items are pending.  Documents controlled by the PCCB can be found in the project plan.

3.6.2 Project Change Approval Procedure

The cognizant team member(s) who holds principal responsibility for the system will submit the appropriate change documentation to the PCCB. On receipt of the change documentation, the PCCB shall consider the proposed changes, taking into consideration the economic impact upon the project, as well as the technical merits of the proposed changes. Approval of the proposed change documentation shall require the signature of the PCCB chair. Final approved documents shall be disseminated to the project team members and retained in the project archives.  The PCCB shall have an action tracking log for ensuring completion. 
3.7 Systems Integration

The systems integration effort will be controlled by the technical review process.  The procedures, facilities, and scheduling of the integration effort shall be addressed during the reviews.  The GRC project manager, chief engineer, lead design engineers, systems engineer, and safety and mission assurance (S& MA) project assessment engineer will review and provide approval to proceed in regard to subsystem and system integration.

3.8 Interface Control

The design team, along with the project manager, shall determine when formal interface control documents are required.  Initially a standard interface document (SID) will be prepared and expanded with each phase of the project.  When an outside customer is bringing a test article, a formal interface control document (ICD) will be required and will be provided by the customer.

3.9 Project Schedule and Milestones

This section of the SEMP shall include the Project Top Level Schedule.

The top-level GRC Project schedule can be observed in appendix D. The milestones are related to completion of major WBS elements.   The schedule will be tracked according to the GRC Project WBS. The WBS element leads will have responsibility for reporting to the project schedule analyst on a monthly basis.  The schedule will be baselined after the implementation of the Project PDR (or its equivalent) and accordingly come under the configuration control process at that time.  The all Project Engineers will be cognizant of all schedule inputs.  A description of the process used for managing the schedule changes is included in the GRC project schedule control document and change approvals via the project configuration change control process is outlined in the GRC Program/Project/Subproject Configuration Management Procedure. 

3.10 Project Reviews

The GRC Project Plan shall define the project reviews that will be held in accordance with the GRC engineer shall support the project manager in this activity by providing the appropriate technical details and status as required. 

3.10.1.1 Technical Reviews

Technical reviews will be held during the design and development of each system/subsystem as part of the overall GRC Project.  The types of reviews will include technical design reviews (TDR) and technical interchange meetings.  

3.10.1.2 Technical Design Review 

The technical review process, which shall be used during this project, shall follow the design review process and informal design review process.  

3.10.2 Technical Interchange Meeting (TIM)

Other technical reviews shall be held on an as-needed basis to address technical issues as they arise.  Besides technical design issues, each TIM may address any, or all, of the engineering specialties described in section 5.0 of this document.  Prior to each TIM, the agenda shall be distributed to the project team members.  At the completion of each TIM, minutes will be documented and filed with all other project documentation.
3.11 Technical Performance Management (TPM)

The specific TPM effort will be tailored to meet the project needs and shall be planned and executed.
3.11.1 Parameters

The technical performance parameters selected for tracking shall be key indicators of project success. Each parameter identified shall be correlated within specific WBS elements.

Parameters: 

 Note: Parameters should be added or deleted as necessary

1. Software performance

2. Software tool(s) performance

3. Human performance

4. System test performance

5. Reliability performance

6. Environmental performance

7. Quality evaluation performance
8. Project management performance

9. Safety compliance 

3.11.2 Planning

The following data shall be established during the planning stage for each parameter to be tracked:

Specification requirement

Time-phased planned value profile with tolerance band

Project events significantly related to the achievement of the planned value profile (reviews, audits, etc.)

Conditions of measurement  (type of test, simulation, analysis, etc.)

Metrics shall be developed to report on the parameters status during the project system life cycle. 

Metrics data can be acquired from audit reports (internal and external), review reports (internal and in-process), test reports, minutes of meetings, quality evaluation records, and configuration status accounts, etc. When contractually specified, the specific method and technique will be established, documented in a detailed procedures document, and implemented.

3.11.3 Implementation

As the design progresses, the achievement-to-date shall be tracked continually for each of the selected technical performance parameters. In case the achievement-to-date value falls outside the tolerance band, a new profile or "current estimate" will be developed.   The current estimate shall be determined from the achievement to date and the remaining schedule and budget.

3.11.4 Cost and Schedule Performance Measurement
TPM shall be related to cost and schedule performance measurement. Cost, schedule, and TPM will be made against elements of the WBS. 

3.11.5 Status Reporting

Parameters selected for tracking shall be identified and their status reported at regular intervals by the WBS subelement leads. The format and content of these reports shall be in accordance with the status accounting reports used by configuration management. They shall identify the parameters selected and identify their status together with a summary and any recommendations.

3.11.6 Other Plans and Controls

Other GRC Project Plans, including the Test and Evaluation Master Plan (TEMP), the Risk Management Plan (RMP), the Systems Safety Plan (SSP), IT Security Plan (ITSP), are identified in the document tree in appendix E.

The GRC Project Office is responsible for any contracted technical engineering support and contract oversight.  Surveillance of contracted technical requirements is accomplished through technical interchange meetings, quality assurance (QA), configuration management (CM) audits and/or reviews, approval of required plans, tracking of schedule and cost performance, discrepancy reports on materials and manufacturing processes, and continuous oversight by technical and procurement management.  
3.12 Technical Communication
The GRC Project team should make every effort to utilize available communications technology and tools to facilitate the exchange of information. The systems security representative will play a role in ensuring the confidentially and integrity of these communications versus security risks.

3.13 Configuration Management  

The configuration manager shall implement an internal configuration management system for the control of all configuration documentation, physical media, and physical parts representing or comprising the product. For software, the system shall address the evolving developmental configuration and support environments (engineering, implementation and test) used to generate and test the product.  The GRC Project and the contractor’s configuration management system shall consist of the following elements:

Configuration identification

Configuration control

Configuration accounting

Configuration audits

Responsibilities include

Baseline management

Preparation of change control status reports

Member of the configuration control board (secretariat)

Participation in formal design reviews 

Management of the configuration library and database(s)

3.14 Mission Assurance 

NASA GRC will appoint a lead for mission assurance (MA).  This person will be responsible for quality assurance and developing the Project Product Assurance Plan, Project System Safety Plan, and Risk Management Plan.  The MA lead will be responsible for reviewing all Project documentation, results, etc., to assess the safety posture of the system design.  The MA lead is also responsible for developing and performing the overall system reliability analysis and maintaining it as the project progresses.  The MA lead reports directly to the GRC project manager; however, the role of the MA lead is to ensure the appropriate level of safety, reliability, and quality assurance is maintained on the GRC project.

3.15  Project Risk Analysis  

Technical, safety, cost, schedule, environmental, and programmatic risks shall be addressed by the GRC project by following the GRC Risk Management Procedure. The objective of the GRC Project Risk Management Procedure is to document the process in which the project team will identify and assess the risks in achieving project success, and to balance the mitigation of these risks against the acceptance and control of these risks.  The S&MA Project Assessment Office shall facilitate the Risk Management meetings.  The risks identified shall be documented and coordinated by the S&MA Project Assessment Office.
4.0 Part II:  Systems Engineering Process 

This section of the SEMP shall describe the systems engineering process activities as they will be used to accomplish the project.  This section shall include the organizational responsibilities and authority for systems engineering activities, including control of contracted and/or subcontracted engineering.  Descriptions shall include the tasks needed to satisfy each of the accomplishment criteria identified in the Project’s Systems Engineering Master Schedule (SEMS) and the milestones and schedules of any contracted Systems Engineering Detailed Schedule (SEDS).  Descriptions shall include narratives, supplemented as necessary by graphical presentations, detailing any contractor’s plans, processes, and procedures for the execution of the systems engineering process.

4.1 Project Requirements Analysis and Definition

A System Requirements Document (SRD) will be generated to address each phase of the GRC project.  The GRC project team shall develop the Project requirements.   An independent review team will review the requirements and provide comments at the systems requirements review (SRR).  The SRD will be baselined upon resolution of the SRR comments.

4.1.1 Functional Analysis

A functional analysis shall be performed at the formulation phase of the project.  This analysis will form the basis of the generation of project requirements.  The functional analysis shall be an informal iterative process stemming from the top-level functional requirements flow down to the SRD.  The functional analysis shall also provide an avenue to verify that all requirements have been identified.

4.1.2 Requirement  Allocation

The allocation of requirements shall be phased and mapped to the functional requirements.  A Requirements Traceability Matrix shall be developed to documents the performance requirements and their associated functional requirement.  The matrix will verify that all requirements are related to the GRC project.  This will begin the formulation of the Design Requirements Verification Matrix that must be completed to assure that every requirement has been in the GRC project system’s design and build phases.  

4.2 Tradeoff  Studies

Opportunities for tradeoff  studies shall be identified and performed by the appropriate design teams.  These studies shall take into account all relevant issues including technical, economic, and scheduling feasibility.  All final decisions and the rationale for the decisions will be documented. 

4.3 Design Optimization/Effectiveness Compatibility

Each phase of the design will be done with the previous and future phases taken into consideration.  

4.4 Lessons Learned

Lessons learned during each phase of the GRC project will be documented by any project team member and submitted to the project engineer.  The project engineer will consolidate and document identified lessons learned in an electronic information system.  The project team will then screen lessons learned and determine whether they should be included in the NASA lessons learned system.  Prior to the beginning of each phase, a lessons learned review meeting will take place discussing how the lessons learned can affect the next phase of the GRC project.  

4.5 Synthesis

Synthesis in design shall be accomplished through regular GRC project team meetings at which the full range of design products, problems, and interfaces shall be addressed.  This process is facilitated by the systems engineering products, especially the requirements matrix, schedule, and package preparation for the major formal reviews.  Accountability is the key to synthesis.  Progress reporting and production of high-quality well-considered design products that are able to stand up to review are essential.  End-to-end implementation of this project shall be in accordance with GRC Project Implementation Documents.  The project manager will track action items during team meetings, and minutes will be published.

4.6 Logistics  Support 

If required by the GRC Project Plan, a GRC Project Integrated Logistics Support Plan (LSP) will be developed addressing the spare philosophy, operational requirements, logistic support analysis candidate list, training, maintenance concept, operations and maintenance instructions (OMI), and parts storage area.  A logistics specialist will be identified to support the design process and preparation of the plan.  Long lead and limited life items lists will be collected as part of the design and will not be included as part of the LSP.

4.7 Producibility Analysis

The system/subsystem lead engineers shall identify all producibility issues, which might affect the feasibility of meeting the project requirements. These issues include, but are not limited to, technical performance goals, current state of technology, economic and schedule issues, current skills mix, and facilities availability.  This analysis shall be performed as an informal review and may lead to make or buy decisions. All final decisions, and the rationale for the decisions, will be documented.  All hardware fabricated by GRC shall comply with all appropriate fabrication standards.   

4.8 Documentation

In general, design documentation shall be in accordance with the GRC Document Management Plan. The following documentation shall be produced for the GRC Project or for each GRC project system/subsystem, as appropriate.  

4.8.1 GRC Project Documentation

The Project documentation shall have document numbers.  The configuration manager will be responsible for assigning document numbers.  The project systems documentation list will include the GRC Project Plan, specifications, drawings, procedures, schedule, and reports. 

4.8.2 Documentation Release Process

The GRC project shall use the existing document release authorization (DRA) process for all interim and final documentation release. Release approval will be by the appropriate branch chief, systems engineer, and project manager. 

4.8.3 Product Documentation/Configuration Management System

All electronic documentation for release and revision management shall be controlled by the GRC Project Plan and the program/project/subproject configuration management procedure. Project team members shall submit interim release documentation to the systems engineer.  The systems engineer will then control the document and follow the GRC Project Plan and the GRC program/project/subproject configuration management procedure.  

4.9 Systems Engineering Tools

During the course of the project, various types of analysis will be performed.  Due to the large market of tools available to aid in analysis efforts, the project team must come to consensus on certain types of tools that will be used.  This uniformity will ensure compatibility between the files that would be shared among team members, thereby minimizing loss of productivity. Other tools shall be added as needed throughout the life cycle of this project.  Software configuration management shall be addressed in computer software.  Current tools to be applied to the GRC project are as follows:

Update and List Project Tools here. 

Product





Tool
Schedule




Microsoft Project 

Spending Plan




Microsoft Excel

Requirements Document


Microsoft Word

Requirements Verification Matrix 

Microsoft Excel

Drawings/Models



TBD

Decision making



TBD

Engineering Analysis



OTIS







Microsoft Excel

Risk Management



TBD

Presentations 




Microsoft Powerpoint

Plans and Procedures



Microsoft Word

PDM/CM




TBD

Reliability Analysis



TBD

.


4.10 Information Technology Systems Security

The GRC Project Plan will define any systems or IT security requirements for the GRC Project . These include administration and operational risks to the Project and any products. The extent of security measures to counter risk will depend upon the overall sensitivity of the information produced by the project. Section 9 of the IT Security Plan will state how the project will implement information security throughout the project life cycle in concert with the SEMP.
5.0 Part III: Integration of Specialty Engineering Effort

This section of the SEMP shall describe the process of how the various inputs into the systems engineering effort will be integrated and how multidisciplinary teaming will be implemented to integrate appropriate disciplines into a coordinated systems engineering effort that meets cost, schedule, and performance objectives of the GRC project.  The section shall include how the GRC Project’s organizational structure will support team formation; the composition of functional and subsystem teams; and the products each subsystem and higher level team will support (e.g., teams organized to support a specific product in the contract work breakdown structure (CWBS) and “team of teams” utilized for upper level CWBS elements).  This part shall also describe major responsibilities and authority of the systems engineering team members and technical parties by name, and include present and planned program technical staffing.  This part may include planned personnel needs by discipline and performance level, human resource loading, and identification of key personnel.

5.1 Specialty Engineering
The need for specialty engineering expertise will be related to technical risks and projected use of the technology being selected. These efforts will be centered on system development for technology experiment and the need for specialty assurance engineering will be assessed on a case-by-case basis. The resources to perform these analyses will be provided to the GRC Project Office by team members or through contracted specialists.

Specialty engineering ensures that GRC Project technology development and systems designs are compatible with the interface needs and expected operating environment, and utilizes resident expertise and specialty engineering knowledge from past and current NASA GRC projects.

5.1.1 Reliability Engineering 

Reliability engineers will evaluate GRC project system technology developments utilizing analytical techniques such as functional failure modes and effects analyses (FMEA), fault tree analyses (FTA), and other analytical methods.  When specific equipment design is identified, the equipment performance will be evaluated by applying statistical data and probabilistic analyses.

5.1.2 Systems Safety Engineer

The systems safety engineer (SSE) will analyze the effect of GRC project technology for hazards and safety issues.

The SSE is responsible for preparing a System Safety Project Plan (SSPP).  The SSPP purpose is to establish the organization and define activities to identify possible hazards and to analyze and reduce the risk of their occurrence relevant to the project. 

Initially, a preliminary hazard analysis (PHA) will be performed early in the system design to determine the potential hazards that may occur as a result of the system. Hazards analysis is  part of the design process and used in every phase of the design.   

5.1.3 Human Factors Engineer

Human factors engineering will be integrated to ensure the GRC project system design is compatible with human operational interface needs.  Human factors engineering assessments shall be used to optimize the GRC Project design given current human capabilities and limitations.  The intent of these assessments is to optimize productivity, decrease potential to human error, while ensuring safety during operations. 

5.1.4 Electromagnetic Engineer

The electromagnetic engineer will address electromagnetic interference (EMI) and electromagnetic compatibility (EMC) issues associated with GRC project hardware.  Inadvertent electromagnetic radiation can cause unacceptable degradation of instrumentation or communication equipment (interference to electronic equipment within range).  EMC will be achieved within GRC project hardware by elimination or control of unintentional radiation or by shielding equipment from its effects.

5.1.5 Systems Security Engineer

The systems security engineer will investigate and advocate systems requirements imposed by various NASA security architectures, NASA regulations (NPG 2810.1 series) and other federal regulations.  Following the assumption that all new engineering projects will either need to be integrated into an existing network information infrastructure or will create a new information infrastructure, the system security engineer will need to gather and analyze requirements that affect the confidentiality, integrity, and availability of the system.  As part of the requirements phase of a project, this person will gather security requirements that may affect the decision to implement specific technologies in the project.  The system security engineer will identify and track risks to the system based on security threats.  For example, this engineer should investigate and rank the security-related technical risks corresponding to the software, hardware, and implementation.  This person would necessarily need to coordinate these risks with the project risk manager, and evaluate and propose solutions to these risks that are balanced with the overall systems engineering requirements.  For projects that span multiple NASA centers, the system security engineer will need to coordinate security control requirements between the multiple centers and ensure the risks undertaken by the project do not impose an unacceptable risks to the NASA centers.

5.1.6 Materials and Process Engineer

The materials and process engineer will ensure that the GRC project system design will use current materials and processes. Materials and process engineering assessments may be used to optimize the GRC Project hardware design capabilities and limitations.  The intent of these assessments is to optimize productivity. The materials and process engineer will address materials and processes issues associated with GRC project hardware, and assist in implementing new technologies when appropriate

5.2 Integration Design
The engineering specialties listed in this section shall be considered during all phases of the GRC Project.

5.2.1 Standardization

Design teams, to the maximum extent practical, shall make use of common parts, equipment, or supplies throughout all phases of the GRC Project. Considerations for standardization include, but are not limited to

· Reducing the number of different models and makes of equipment in use 

· Maximizing the use of common parts in different equipment

· Minimizing the number of different types of parts, assemblies, etc. 

· Using only a few basic types and varieties of parts, etc., to ensure that those parts


are readily 
distinguishable, compatible with existing practices and used consistently


for given applications

· Controlling, simplifying and reducing part coding, numbering practices, and storage


problems

· Maximizing the use of commercial off-the-shelf (COTS) items and components

· Maximizing the use of interchangeable parts

· Maximizing the use of industry standards

5.2.2 Design 

Electrical and electronic facilities, systems, subsystems, and equipment shall be designed with the EMC/EMI requirements in mind.  Consideration shall be given to both the conducted and the radiated emissions and susceptibility.  The method of verification for these requirements shall be documented as part of the Design Requirements Verification Matrix.
5.2.2.1 Testing

Project facilities, systems/subsystems, and equipment selected for EMC/EMI testing shall be done in accordance with the GRC Project Plan.
5.2.3 Computer Resources Lifecycle Management Plan

The GRC project will rely heavily on both computer hardware and software products.  Rapid advances in information technology cause today's equipment to become obsolete tomorrow.  Recognizing this phenomenon, the GRC project will follow the applicable GRC Software Management Plan recommended by the GRC Project Plan.

5.2.3.1 Computer Hardware

The GRC project will follow the applicable GRC Software Management Plan for purchased and deployed computer/peripheral hardware.  In certain instances, for research or infrastructure upgrade purposes, deployed GRC project computer systems may be replaced sooner than the required.

5.2.3.2 Computer Software

For a given phase of the project, the GRC project will maintain a consistent configuration of all software products and versions.  With each subsequent phase of infrastructure upgrade, an analysis will be performed to identify software products/versions to be upgraded.  The upgrades would be planned, scheduled, tested as part of the development of the phase with sufficient regression testing being performed as appropriate. 

The only exception to the above computer software policy is for GRC-mandated institutional software upgrades that occur during the middle of a GRC project phase.  In those instances, GRC project will comply with the institutional upgrades unless some extreme safety-related rationale exists to defer the upgrade.

5.2.4 Environmental Assessment

An environmental assessment shall be performed in accordance to the guidelines of the GRC Project Plan.

5.3 Integrated Validation Plan

An Integrated Validation Plan shall detail the process through which each of the GRC project subsystems and equipment are integrated and tested as a system.  This plan will describe the processes used to integrate GRC project system/subsystem installation, testing, and turnover. A list of all systems to be installed, tested, and turned over, the time frames in which these systems will be installed, tested, and turned over, and how the interfaces between systems will be tested will be included in this plan. All schedules will be coordinated with the GRC project schedule to ensure the project goals and commitments are met.

5.4 Safety, Security, and Mission Assurance

Because of the multiple interfaces, requirements, customers, and project phases, the GRC project shall have a separate Product Assurance Plan that describes all the S&MA activities and documentation in an integrated fashion.  It will address the following project S&MA programs:


System safety 

Materials and Process


Reliability/Maintainability 


Quality



Software Quality Assurance
Various S&MA activities shall be performed during all project phases from concept to disposal.  During the concept and design phase, S&MA requirements and best practices will be identified and incorporated into the design as part of the normal design review process.  Sources for these requirements and best practices include NASA documents, NASA lessons learned system, and  federal and state regulations such as OSHA.  The primary analyses that shall be accomplished during GRC Project design are called system assurance analyses (SAA’s).  These analyses shall be performed for each major GRC Project subsystem and include the following as a minimum:

System description

End-to-end analysis

Criticality assessment

Hazard analysis

Reliability analysis (FMEA/CIL(critical items list)) on critical subsystems

Fault tree analysis

Security risk assessment

Sneak circuit, quantitative reliability, maintainability, EEE parts selection, human factors, or special analyses as required by the PCCB

Recommendations for improvement

The primary goal of the SAA is to enhance design iteratively to eliminate hazards and single failure points that have loss of life, loss of or damage to critical ground systems and equipment, and personnel injury potential.  Where single failure points (critical items) cannot be eliminated, CIL sheets shall be generated and approved by the PCCB.  Each designer shall be responsible for incorporating safety, reliability, maintainability, and quality considerations into their design.  S&MA design issues shall be addressed and resolved during design reviews.  Where resolution is not achieved, S&MA issues will be brought to the GRC Project PCCB for resolution.

While considered during design, the primary safety concerns associated with this project during construction, activation, operations, and maintenance will include those that pertain to compliance with OSHA, EPA, or other federal or state regulations.  Use of appropriate S&MA practices and adherence to generic industrial safety requirements will be followed on this project.

The Quality Program shall be tailored for the various missions of the GRC Project using the Safety, Reliability, Maintainability, and Quality Assurance Programs directive.  As a minimum, the Quality Program shall consist of inspections, testing, and analysis of systems and equipment hardware and software designed, fabricated, operated, and processed at NASA GRC to ensure the desired level of quality is maintained.

6.0 Additional Systems Engineering Activities

    This section shall include other areas not specifically included in previous sections 

     that are essential for  NASA/Government to understand the Project’s Systems 

    Engineering effort and/or scoping the effort planned.

7.0 Notes


   This section shall contain any general information that aids in understanding the SEMP


   (e.g., background information, glossary).  

8.0 APPENDIXES  


     Appendixes may be used to provide information published separately for convenience 

     in document maintenance (e.g., charts,  data).  As applicable, each appendix shall be

    referenced in the main body of the SEMP where the data would  normally have been

    provided.





A  ACRONYMS LIST

List in alphabetical order all acronyms, abbreviations, and their meanings used in the SEMP.

	CDR
	
	
	
	Critical Design Review
	
	
	

	CIL
	
	
	
	Critical Items List
	
	
	
	

	COTS
	
	
	
	Commercial Off The Shelf
	
	
	

	CWBS
	
	
	
	Contract Work Breakdown Structure
	
	

	DRA
	
	
	
	Document Release Authorization
	
	
	

	EMC
	
	
	
	Electromagnetic Compatibility
	
	
	

	EMI
	
	
	
	Electromagnetic Interference
	
	
	

	EPA
	
	
	
	Environmental Protection Agency
	
	

	FEMA
	
	
	
	Functional Failure Modes and Effects Analyses
	

	FTA
	
	
	
	Fault Tree Analyses
	
	
	
	

	GRC
	
	
	
	Glenn Research Center
	
	
	

	ICD
	
	
	
	Interface Control Document
	
	
	

	IT
	
	
	
	Information Technology
	
	
	

	ITSP
	
	
	
	Information Technology Security Plan
	
	

	LSP
	
	
	
	Logistics Support Plan
	
	
	

	MA
	
	
	
	Mission Assurance
	
	
	
	

	NPG
	
	
	
	NASA Procedures and Guidelines
	
	

	OSHA
	
	
	
	Operational Safety and Hazard Analyses
	
	

	PCCB
	
	
	
	Project Change Control Board
	
	
	

	PDR
	
	
	
	Preliminary Design Review
	
	
	

	PHA
	
	
	
	Preliminary Hazard Analyses
	
	
	

	QA
	
	
	
	Quality Assurance
	
	
	
	

	RFA
	
	
	
	Request for Action
	
	
	
	

	RID
	
	
	
	Review Item Discrepancies
	
	
	

	RMP
	
	
	
	Risk Management Plan
	
	
	

	S&MA
	
	
	
	Safety and Mission Assurance
	
	
	

	SEDS
	
	
	
	Systems Engineering Detailed Schedule
	
	

	SEMP
	
	
	
	Systems Engineering Management Plan
	
	

	SEMS
	
	
	
	Systems Engineering Master Schedule
	
	

	SID
	
	
	
	Standard Interface Document
	
	
	

	SMO
	
	
	
	Systems Management Office
	
	
	

	SRD
	
	
	
	Systems Requirements Document
	
	

	SRR
	
	
	
	Systems Requirements Review
	
	
	

	SSA
	
	
	
	Systems Assurance Analyses
	
	
	

	SSE
	
	
	
	System Safety Engineer
	
	
	

	SSP
	
	
	
	Systems Safety Plan
	
	
	
	

	SSPP
	
	
	
	Systems Safety Project Plan
	
	
	

	TBD
	
	
	
	To Be Determined
	
	
	
	

	TDR
	
	
	
	Technical Design Review
	
	
	

	TEMP
	
	
	
	Test and Evaluation Master Plan
	
	
	

	TIM
	
	
	
	Technical Interchange Meeting
	
	
	

	TPM
	
	
	
	Technical Performance Management
	
	

	WBS 
	
	
	
	Work Breakdown Structure
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